Administration

Administration of Indeed Identity PAM is performed using a special interface for PAM Core -
administrator console. It is available at:

® https://pam.indeed-id.local/pam/mc

Authentication

To access the administrator console, the second authentication factor is required. To register your first
authenticator, please proceed as follows:

® Run the administrator console as the user, whose SID is specified in IDP configuration
® Read the instruction for authenticator registration

® |Install the application to generate OTP and scan the QR-code

® Enter the obtained value to Authenticator Code field at the registration page

Register authenticator

To use an authenticator app go through the following steps:

1. Download a two-factor authenticator app like Microsoft Authenticator for Windows Phone,
Android and jOS or Google Authenticator for Android and iOS.

2.Scan the QR Code, which should appear below mamentarily, or enter this key |QERIIRSEIRELT
a2q T RE ] into your two factor authenticator app at the "Add Account”

paces and casing do not matter.

3. Once you have scanned the QR code or input the key above, your two factor authentication
app will provide you with a unique code. Enter the code in the confirmation box below

Authenticator Code

After successful registration, you will be redirected to the Management Console. When reconnecting
to the Management Console, you will need to enter a new code from the application to generate OTP.

@ After the first login, to enable management functions, you must add the user to the
Administrator Role.


https://guides.axidian.com/display/IPAMDOC26EN/Roles
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